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will be immediately reported to the
PFI Coordinator or PFD for action.

(e) PFI Coordinators and PFAs may
request access to information obtained
during criminal investigations that is
not protected by Fed. R. Crim. P. 6(e)
and use this information to assist them
in taking appropriate administrative,
contractual, and civil remedies. Re-
quests for this information should be
made directly to the appropriate fed-
eral investigative agency. The inves-
tigative organization may withhold re-
quested information if release would
compromise an investigation. Difficul-
ties in obtaining information which
cannot be resolved locally will be re-
ferred to PFD for appropriate action.

(f) USACIDC will notify, in writing,
local PFAs as well as PFD within 30
days, of initiation of a significant in-
vestigation of fraud or corruption re-
lated to Army procurement activities.
Such notification will include the fol-
lowing:

(1) Case title.
(2) USACIDC Report of Investigation

number.
(3) Responsible investigative agency

or agencies.
(4) Office of primary responsibility.
(5) Date opened.
(6) Summary of facts.
(7) Suspected offense.
(g) The transmission of the informa-

tion in f above may be delayed if the
Commanding General, USACIDC, or
the head of another DOD criminal in-
vestigation organization determines
the transmission would compromise
the success of any case or its prosecu-
tion. The prosecutive authorities deal-
ing with the case will be consulted,
when appropriate, in making such de-
terminations.

(h) USACIDC will obtain the follow-
ing information at the earliest possible
point in an investigation of fraud or
corruption that relates to DOD pro-
curement activities, whenever possible
without reliance on grand jury subpoe-
nas:

(1) The individuals suspected to be re-
sponsible.

(2) The suspected firm’s organiza-
tional structure.

(3) The firm’s financial and contract
history.

(4) The firm’s organizational docu-
ments and records.

(5) Statements of witnesses.
(6) Monetary loss to the government.
(7) Other relevant information.
This information will be provided to

PFD or other cognizant DOD central-
ized organization.

(i) PFD will provide written notifica-
tion to the Defense Investigative Serv-
ice of all suspension or debarment ac-
tions taken by the Army.

§ 516.62 PFD and HQ USACIDC coordi-
nation.

PFD and HQ USACIDC will coordi-
nate as follows:

(a) Discuss the status of significant
procurement fraud or corruption inves-
tigations being conducted by USACIDC
and possible remedies. These discus-
sions should take place on a regular
basis.

(b) Discuss the coordination of pos-
sible criminal, civil, contractual, or ad-
ministrative remedies with prosecutive
authorities.

(c) PFD will maintain liaison with
other DOD centralized organizations
and will coordinate remedies with
those centralized organizations af-
fected by a significant investigation of
fraud or corruption that relates to DOD
procurement activities.

(d) Ascertain the effect on any ongo-
ing investigation of the initiation of
civil, contractual, or administrative
remedies as follows:

(1) PFD will maintain liaison with
USACIDC and other DOD criminal in-
vestigative organizations in order to
determine the advisability of initiating
any civil, contractual, or administra-
tive actions.

(2) USACIDC will advise PFD of any
adverse effect on an investigation or
prosecution by the initiation of civil,
contractual, or administrative actions.

§ 516.63 Coordination with DOJ.

(a) PFD will establish and maintain
liaison with DOJ and the Defense Pro-
curement Fraud Unit on significant
fraud and corruption cases to accom-
plish the following:

(1) Monitor criminal prosecutions.
(2) Initiate litigation for civil recov-

ery.
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